Forthcoming Programmes

- 37th National Convention of Company Secretaries

RBI Updates

- Know Your Customer (KYC) norms / Anti-Money Laundering (AML) standards/Combating of Financing of Terrorism (CFT)/Obligation of banks under PMLA, 2002.

Disclaimer: - CS Update contains government notifications, case laws and contributions received from the members. Due care and diligence is taken in compilation of the CS Update. The Institute does not own the responsibility for any loss or damage resulting from any action taken on the basis of the contents of the CS Update. Anyone wishing to act on the basis of the contents of the CS Update is advised to do so after seeking proper professional advice.
FORTHCOMING PROGRAMMES

- 37th National Convention of Company Secretaries
37th National Convention of Company Secretaries
November 5-6-7, 2009
Hotel Marriott and Convention Centre, Tank Bund Road, Hyderabad

THEME: “Lead Corporate India — Role of Company Secretary”.

The 37th National Convention of Company Secretaries is being held on Thursday, Friday and Saturday, November 5-6-7, 2009 at Hotel Marriott and Convention Centre, Tank Bund Road, Hyderabad.

The theme of the convention will be deliberated in following four sub themes
1. Managing Growth in Turbulent Times
2. Integrity, Ethics and Governance
4. Lead Corporate India under Competition Regime

You are cordially invited to participate in this annual mega event of the Institute. Kindly block the dates in your calendar and join, to rediscover professional synergies and togetherness.

DELEGATE FEE AND REGISTRATION PROCEDURE

<table>
<thead>
<tr>
<th>Category</th>
<th>Fee</th>
</tr>
</thead>
<tbody>
<tr>
<td>Members</td>
<td>4000</td>
</tr>
<tr>
<td>Non-Members</td>
<td>4500</td>
</tr>
<tr>
<td>Company Secretary in Practice</td>
<td>3500</td>
</tr>
<tr>
<td>Senior Members (60 years &amp; above)</td>
<td>3500</td>
</tr>
<tr>
<td>Members admitted after 31.12.2006</td>
<td>3500</td>
</tr>
<tr>
<td>Students</td>
<td>3000</td>
</tr>
<tr>
<td>Foreign</td>
<td>US$ 100</td>
</tr>
<tr>
<td>Spouse</td>
<td>3000</td>
</tr>
<tr>
<td>Licentiates</td>
<td>3500</td>
</tr>
</tbody>
</table>

The registration form duly completed along with a crossed cheque / demand draft / pay order drawn in favour of The Institute of Company Secretaries of India payable at New Delhi may please be sent to The Institute of Company Secretaries of India, C-37, Sector 62, Institutional Area, Noida - 201309.

The detailed brochure and delegate registration form for the Convention may be downloaded at the link: http://www.icsi.edu/Default.aspx?alias=www.icsi.edu/37nc
RBI Updates

- Know Your Customer (KYC) norms / Anti-Money Laundering (AML) standards/Combating of Financing of Terrorism (CFT)/Obligation of banks under PMLA, 2002.
The Chairmen and Chief Executive Officers  
All Scheduled Commercial Banks excluding RRBs/ Financial institutions/ Local Area Banks

Dear Sir,

Know Your Customer (KYC) norms / Anti-Money Laundering (AML) standards/Combating of Financing of Terrorism (CFT)/Obligation of banks under PMLA, 2002.


Preservation Period of Records

2. The Prevention of Money Laundering (Amendment) Act, 2009 (No. 21 of 2009) has come into force with effect from June 01, 2009 as notified by the Government. In terms of Sub-Section 2(a) of Section 12 of The Prevention of Money Laundering (Amendment) Act, 2009 (PMLA, 2009), the records referred to in clause (a) of Sub-Section (1) of Section 12 shall be maintained for a period of ten years from the date of transaction between the clients and the banking company and in terms of Sub-Section 2(b) of Section 12 of the Act ibid, the records referred to in clause (c) of Sub-Section (1) of Section 12 shall be maintained for a period of ten years from the date of cessation of transaction between the clients and the banking company.

3. Accordingly, in modification of paragraph 2.16(iii)(a) of the above said master circular dated July 1, 2009, banks are advised to maintain for at least ten years from the date of transaction between the bank and the client, all necessary records of transactions referred to at Rule 3 of the Prevention of Money-Laundering (Maintenance of Records of the Nature and Value of Transactions, the Procedure and Manner of Maintaining and Time for Furnishing Information and Verification and Maintenance of Records of the Identity of the Clients of the Banking Companies, Financial Institutions and Intermediaries) Rules, 2005 (PMLA Rules), both domestic or international, which will permit reconstruction of individual transactions (including the amounts and types of currency involved, if any) so as to provide, if necessary, evidence for prosecution of persons involved in criminal activity.

4. However, records pertaining to the identification of the customer and his address (e.g. copies of documents like passports, identity cards, driving licenses, PAN card, utility bills etc.) obtained while opening the account and during the course of business relationship, as indicated in paragraph 2.16(iii)(b) of the above said master circular dated July 1, 2009, would
continue to be preserved for at least ten years **after the business relationship is ended** as required under Rule 10 of the Rules *ibid*.

**Accounts of Politically Exposed Persons (PEPs)**

5. Detailed guidelines on CDD measures to be made applicable to Politically Exposed Person (PEP) and their family members or close relatives are contained in paragraph 2.5(iv) of the master circular. It is further advised that in the event of an existing customer or the beneficial owner of an existing account, subsequently becoming a PEP, banks should obtain senior management approval to continue the business relationship and subject the account to the CDD measures as applicable to the customers of PEP category including enhanced monitoring on an ongoing basis.

**Principal Officer**

6. Banks have been advised in Para 2.15 of the master circular referred to above that banks should appoint a senior management officer to be designated as Principal Officer and the role and responsibilities of the Principal Officer have been detailed therein. With a view to enable the Principal Officer to discharge his responsibilities, it is advised that the Principal Officer and other appropriate staff should have timely access to customer identification data and other CDD information, transaction records and other relevant information. Further, banks should ensure that the Principal Officer is able to act independently and report directly to the senior management or to the Board of Directors.

Yours faithfully,

(Vinay Baijal)
Chief General Manager