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INTRODUCTION

Indeed, the role of a Company Secretary (CS) 
has evolved significantly over the years, and 
their importance in the corporate world cannot 
be overstated. The recent amendment of the 
Prevention of Money Laundering Act, 2002 

(PMLA) further underscores the crucial role that 
Company Secretaries play in ensuring compliance and 
combating financial crimes.

The amendments to the PMLA Act have expanded 
the scope of reporting entities to include Company 
Secretaries. As reporting entities, Company Secretaries 
are now required to adhere to various obligations aimed 
at preventing money laundering and other financial 

crimes. These obligations include maintaining records of 
financial transactions, identifying and verifying clients, 
and promptly reporting any suspicious transactions to 
the Financial Intelligence Unit (FIU).

This regulatory change not only enhances the 
accountability of Company Secretaries but also 
underscores the trust placed in them to act as gatekeepers 
in the financial system. The increased responsibilities 
also present challenges, requiring Company Secretaries 
to stay abreast of evolving regulations, develop a deep 
understanding of anti-money laundering practices and 
implement robust compliance mechanisms within the 
organizations they serve.

Despite the challenges, the expanded responsibilities 
also bring about numerous opportunities for Company 
Secretaries to add significant value to their roles. Here are 
some avenues where Company Secretaries can leverage 
their expertise:

1. Compliance Management: Company Secretaries 
can specialize in compliance management, 
helping organizations navigate complex regulatory 
frameworks, ensuring adherence to legal 
requirements, and mitigating legal risks.

2. Risk Management: With the increasing focus 
on financial crimes, Company Secretaries can 
contribute to risk management by developing and 
implementing strategies to identify, assess, and 
mitigate risks associated with money laundering and 
other financial offenses.

3. Training and Education: Company Secretaries 
can play a vital role in educating and training their 
organizations on compliance with PMLA and other 
relevant regulations. This includes conducting 
training programs for employees on recognizing and 
reporting suspicious transactions.

4. Ethical Governance: Company Secretaries can 
champion ethical governance practices within their 
organizations, promoting a culture of integrity, 
transparency, and accountability.

5. Advisory Services: Given their expertise in 
regulatory matters, Company Secretaries can 
offer advisory services to businesses, helping them 
navigate the complexities of compliance and risk 
management.
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6. Technology Integration: Embracing technological 
solutions for compliance and risk management 
is crucial. Company Secretaries can explore and 
implement innovative technologies to enhance 
efficiency and accuracy in compliance processes.

UNDERSTANDING THE PREVENTION OF 
MONEY LAUNDERING ACT

Enacted in 2002, the PMLA aims to prevent money 
laundering and the utilization of illicit funds for illegal 
activities, including terrorism. It establishes legal and 
regulatory frameworks to detect and deter money 
laundering activities, making it imperative for businesses 
to implement robust compliance measures.

The Act mandates the establishment of a three-tiered 
structure comprising the Financial Intelligence Unit-
India (FIU-IND), the designated authority, and reporting 
entities. Reporting entities, which include banks, financial 
institutions, and designated non-financial businesses and 
professions, play a crucial role in the implementation of 
the PMLA.

THE ROLE OF PROFESSIONALS UNDER 
PMLA ACT

The inclusion of Company Secretaries (CS), Chartered 
Accountants (CA), and Cost Accountants (CMA) under 
the Prevention of Money Laundering Act, 2002 (PMLA) 
is a significant development that places additional 
responsibilities on these professionals to combat money 
laundering in the country. Let’s break down what this 
means for them and why they might feel a heightened 
sense of responsibility.

1. Scope of PMLA: 

 The Prevention of Money Laundering Act, 2002, is a 
law in India that aims to prevent money laundering 
and related offenses. Money laundering involves the 
processing of criminal proceeds to disguise their 
illegal origin. The PMLA provides for the confiscation 
of property derived from money laundering and 

imposes obligations on certain professionals to 
report transactions suspected to be involved in 
money laundering.

2. Inclusion of Professionals: 

 The inclusion of Company Secretaries, Chartered 
Accountants, and Cost Accountants under the PMLA 
signifies that these professionals are now considered 
as ‘Reporting Entities.’ As reporting entities, they are 
obligated to adhere to the regulations laid down in 
the Act and report any suspicious transactions to the 
designated authorities.

3. Increased Responsibility: 
 The inclusion of these professionals implies an 

enhanced role in the fight against money laundering. 
They are now required to implement stringent 
due diligence procedures, maintain records of 
transactions, and report any transactions that they 
suspect to be related to money laundering. This 
significantly increases the responsibility on their 
part to contribute to the larger goal of curbing illicit 
financial activities.

4. Regulatory Compliance: 

 The professionals covered by the PMLA must comply 
with the regulations and guidelines issued by the 
regulatory authorities. This involves developing and 
implementing robust anti-money laundering (AML) 
and know-your-customer (KYC) policies within their 
organizations.

5. Legal Consequences: 
 Failure to comply with the obligations under the 

PMLA can result in legal consequences. Penalties 
may be imposed on professionals who neglect their 
reporting duties or knowingly facilitate money 
laundering activities.

6. Need for Caution: 
 The professionals in question may feel a sense of being 

in “deep water” due to the increased scrutiny and 
accountability. The consequences of non-compliance 
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can be severe, and therefore, they need to exercise 
greater caution in their professional duties to ensure 
adherence to the PMLA.

AML &CFT GUIDELINES: THE 
COMPLIANCE EXPECTED

Anti-Money Laundering (AML) and Countering the 
Financing of Terrorism (CFT) guidelines are designed to 
help organizations, including financial institutions and 
professionals in various sectors, comply with regulations 
and contribute to the prevention of illicit financial 
activities. The compliance expected from entities and 
professionals typically includes the following key aspects:

1.  Customer Due Diligence (CDD):

  Identification and Verification: Implement robust 
procedures to identify and verify the identity of 
clients, customers, and beneficial owners.

  Risk-Based Approach: Adopt a risk-based 
approach to assess the level of due diligence 
required based on the risk profile of clients.

2.  Enhanced Due Diligence (EDD):

  Apply enhanced due diligence measures for 
higher-risk customers, transactions, and business 
relationships.

  Monitor and review these relationships more 
frequently to ensure ongoing compliance.

3.  Record-Keeping:

  Maintain comprehensive records of customer 
transactions and due diligence measures for a 
specified period.

  Ensure that records are accessible for regulatory 
examinations and audits.

4.  Suspicious Activity Reporting:

  Establish procedures for identifying and 
reporting suspicious transactions or activities.

  Train staff to recognize red flags and unusual 
patterns that may indicate potential money 
laundering or terrorist financing.

5.  Internal Controls and Compliance Culture:

  Implement internal controls and policies to 
detect and prevent money laundering and 
terrorist financing.

  Foster a compliance culture within the 
organization, emphasizing the importance of 
adhering to AML/CFT guidelines.

6.  Training and Awareness:

  Provide regular training to employees to keep 
them informed about the latest AML/CFT 
regulations, procedures, and red flags.

  Ensure that employees are aware of their role in 
maintaining compliance.

7.  Regulatory Reporting:

  Comply with reporting requirements mandated 
by regulatory authorities.

  Submit timely and accurate reports on suspicious 
transactions to the relevant financial intelligence 
unit or regulatory body.

8.  Technology and Automation:

  Leverage technology and automation to enhance 
the effectiveness and efficiency of AML/CFT 
processes.

  Implement systems that can flag and analyze 
unusual transactions or patterns.

9.  Cross-Border Transactions:

  Exercise caution and diligence in dealing with 
cross-border transactions.

  Be aware of the potential risks associated with 
international transactions and customers.

10.  Regular Audits and Assessments: 
  Conduct regular internal audits to assess the 

effectiveness of AML/CFT procedures.

  Engage external auditors periodically to ensure an 
independent evaluation of compliance measures.

11.  Regulatory Updates and Adaptation: 

  Stay informed about changes in AML/CFT 
regulations and adapt policies and procedures 
accordingly. 

  Maintain a proactive approach to compliance 
with evolving regulatory requirements.

Failure to comply with AML/CFT guidelines can result 
in severe legal and financial consequences. Therefore, 
organizations and professionals must prioritize the 
establishment and maintenance of robust AML/CFT 
frameworks to mitigate risks and contribute to the 
global effort against money laundering and terrorist  
financing.

PREVENTION OF MONEY LAUNDERING 
PMLA AND WEAPONS OF MASS 
DESTRUCTION (WMD) ACT: ROLE OF 
PRACTISING PROFESSIONALS

The PMLA is an Indian law enacted in 2002 with the 
objective of preventing money laundering and related 
offenses. It aims to combat money laundering activities 
and the financing of terrorism. The act places certain 
obligations on financial institutions and professionals 
to report suspicious transactions and maintain 
records. Practicing Professionals, such as Chartered 
Accountants, Company Secretaries, and Advocates, 
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The PMLA   mandates the establishment of a 
three-tiered structure comprising the Financial 
Intelligence Unit-India (FIU-IND), the 
designated authority, and reporting entities. 
Reporting entities, which include banks, 
financial institutions, and designated non-
financial businesses and professions, play a 
crucial role in the implementation of the PMLA.

may have roles in advising clients on compliance with 
Anti-Money Laundering Regulations and reporting  
obligations.

The term “Weapons of Mass Destruction” typically refers 
to nuclear, chemical, biological, and radiological weapons 
capable of causing significant harm on a large scale. Laws 
related to WMDs vary by jurisdiction, and international 
agreements may also apply. Professionals involved in 
fields such as law, international relations, and security 
may play a role in advising on compliance with relevant 
laws and regulations.

Role of Practicing Professionals:

 Legal Advisors: Professionals in the legal field play a 
crucial role in advising businesses and individuals on 
compliance with PMLA and WMD Act regulations. 
They may provide guidance on the legal implications 
of transactions and help clients navigate the 
complexities of these laws.

 Financial Advisors: Chartered Accountants and 
Financial Consultants may assist clients in establishing 
robust financial systems that comply with Anti-Money 
Laundering Regulations. They may also be involved in 
reporting suspicious financial transactions.

 Corporate Governance Professionals: Company 
Secretaries and Governance professionals can help 
ensure that companies have adequate internal controls 
and mechanisms to prevent money laundering and 
comply with regulations related to WMDs.

 Risk Management Professionals: Individuals 
involved in risk management can help organizations 
assess and mitigate the risks associated with money 
laundering and potential involvement with WMD-
related activities.

 Training and Awareness: Practicing professionals 
may also play a role in educating their clients and 
organizations about the importance of compliance 
with these laws and the potential consequences of 
non-compliance.

WEAPONS OF MASS DESTRUCTION 
(WMD) ACT: DECODING EXPECTATIONS 
OF FIU-INDIA

The Weapons of Mass Destruction Act, enacted by the 
Government of India, is a comprehensive legal instrument 
aimed at preventing the proliferation of weapons 
capable of causing mass destruction. These weapons 
include nuclear, biological, and chemical weapons, 
along with the means of their delivery. In the context 
of financial transactions related to WMD proliferation, 
the role of the Financial Intelligence Unit-India becomes  
paramount.

Understanding the WMD Act: Key Provisions

The WMD Act delineates a robust legal framework to 
counter the financing of weapons of mass destruction. 

It incorporates provisions that empower authorities to 
track, investigate, and prevent financial transactions 
supporting WMD proliferation. Key aspects of the Act 
include:

1. Definitions and Scope: The Act provides clear 
definitions of weapons of mass destruction, delineating 
what falls under its purview. It also specifies the 
scope of activities that are prohibited, emphasizing 
the importance of preventing the financing of WMD-
related endeavors.

2. Obligations of Reporting Entities: Financial 
Institutions and designated non-financial businesses 
and professions are designated as reporting entities 
under the Act. They are obligated to establish and 
maintain policies and procedures to detect and report 
transactions related to WMD proliferation.

3. Suspicious Transaction Reports (STRs): The Act 
mandates the reporting of suspicious transactions 
related to WMD proliferation to the FIU-India. It 
outlines the criteria for identifying transactions that 
may be linked to the financing of weapons of mass 
destruction.

4. FIU-India’s Role: The FIU-India acts as the central 
agency for receiving, processing, analyzing, and 
disseminating information relating to financial 
transactions linked to the proliferation of weapons 
of mass destruction. It plays a crucial role in 
facilitating coordination among various agencies and 
international counterparts.

Expectations from FIU-India

FIU-India shoulders significant responsibilities in 
the effective implementation of the WMD Act. Key 
expectations from FIU-India include:

1. Timely and Effective Analysis: FIU-India is 
expected to analyze the information received 
promptly and effectively. The analysis should be 
thorough, taking into account the complexities of 
financial transactions and their potential links to 
WMD proliferation.

2. Coordination with Law Enforcement Agencies: 
The FIU-India is the linchpin in coordinating 

Prevention of Money Laundering Act-Role of CS in Ensuring Compliance A
R

TIC
LE

DECEMBER 2023   |   41   CHARTERED SECRETARY



efforts between various law enforcement agencies. 
It should ensure seamless information sharing and 
collaboration to investigate and prosecute those 
involved in financing WMD activities.

3. International Cooperation: Given the transnational 
nature of WMD proliferation, FIU-India is expected 
to collaborate with international counterparts. 
This involves sharing information, participating in 
joint investigations, and staying abreast of global 
developments in the fight against the financing of 
weapons of mass destruction.

4. Capacity Building: FIU-India is expected to 
continuously enhance its capabilities to keep pace 
with evolving threats. This includes investing in 
technology, training personnel, and adopting best 
practices in financial intelligence and analysis.

Challenges in Implementation

Despite the robust legal framework, the implementation 
of the WMD Act poses several challenges:

1. Technological Challenges: Keeping up with 
technological advancements is crucial for tracking 
sophisticated financial transactions. FIU-India needs 
to invest in cutting-edge technology to analyze vast 
amounts of data effectively.

2. Cross-Border Transactions: The global nature 
of financial transactions requires seamless 
coordination with international entities. Overcoming 
jurisdictional challenges and ensuring effective 
collaboration can be complex.

3. Resource Constraints: Adequate resources, both 
financial and human, are imperative for the FIU-

India to fulfill its obligations. Resource constraints 
may hinder the efficiency of the analysis and 
reporting process.

4. Public-Private Partnership: Building effective 
partnerships between the public and private 
sectors is essential. Encouraging reporting entities 
to actively engage in identifying and reporting 
suspicious transactions requires continuous  
efforts.

Suggestions for Improvement

To enhance the efficacy of the WMD Act implementation, 
several measures can be considered:

1. Capacity Building Initiatives: Invest in training 
programs and skill development for FIU-India 
personnel to enhance their capabilities in analyzing 
complex financial transactions.

2. Technology Upgradation: Continuous investment 
in state-of-the-art technology is vital for staying 
ahead of those attempting to exploit the financial 
system for WMD proliferation.

3. International Collaboration Platforms: Strengthen 
platforms for international collaboration, ensuring 
that FIU-India has the necessary channels to 
exchange information with foreign counterparts.

4. Public Awareness Programs: Increase awareness 
among reporting entities and the general public about 
the importance of reporting suspicious transactions 
related to WMD proliferation. This can be achieved 
through targeted awareness campaigns and training 
sessions.
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DUE DILIGENCE AND INTERNAL CONTROL 
MECHANISM: LINCHPINS OF PMLA 
COMPLIANCE
The Prevention of Money Laundering Act (PMLA) is 
a crucial piece of legislation designed to combat the 
global menace of money laundering and the financing 
of terrorism. In this complex landscape, financial 
institutions play a pivotal role in ensuring compliance 
with PMLA regulations. Two key components that form 
the backbone of an effective Anti-Money Laundering 
(AML) framework are due diligence and internal 
control mechanisms. These linchpins not only safeguard 
financial institutions but also contribute significantly to 
the broader effort of curbing illicit financial activities. 

Due Diligence: A Pillar of PMLA Compliance

Due diligence is the cornerstone of any effective Anti-
Money Laundering program. It involves the thorough 
investigation and verification of the identities of clients 
and counterparties, along with an assessment of the 
nature and purpose of their financial transactions. 
Understanding the risk profile of clients is crucial in 
identifying and preventing potential money laundering 
activities.

Financial Institutions must conduct customer due 
diligence (CDD) and enhanced due diligence (EDD) as 
part of their risk management processes. CDD involves 
verifying the identity of clients, understanding the nature 
of their business, and assessing the risks associated 
with the client relationship. EDD is applied to high-risk 
clients and involves a deeper level of scrutiny, including 
the source of funds and the reasons behind complex 
transactions.

Internal Control Mechanism: Safeguarding Against 
Money Laundering Risks

An effective internal control mechanism is vital for 
identifying, mitigating, and managing money laundering 
risks within financial institutions. This involves the 
establishment of comprehensive policies, procedures, and 
systems to monitor and control financial transactions. 
Internal controls act as a proactive defense against 
money laundering, providing a structured framework for 
compliance.

Key elements of an internal control mechanism 
include:

1. Risk Assessment: Regular risk assessments help 
financial institutions understand the evolving 
nature of money laundering risks. By identifying 
vulnerabilities, institutions can tailor their internal 
controls to address specific threats effectively.

2. Transaction Monitoring: Automated systems for 
transaction monitoring are critical for detecting 
suspicious activities. Unusual patterns, large 
transactions, or transactions deviating from 
established norms trigger alerts for further 
investigation.

3. Record Keeping: Maintaining accurate and 
detailed records is essential for compliance. This 
includes documentation of customer due diligence, 
transaction history, and any suspicions or reports 
filed.

4. Employee Training: Employees are often the first 
line of defense against money laundering. Regular 
training programs ensure that staff members are 
well-informed about the latest trends in money 
laundering and are equipped to identify and report 
suspicious activities.

5. Whistleblower Mechanism: Establishing a 
confidential reporting mechanism encourages 
employees to report concerns without fear of reprisal. 
This aids in early detection and prevention of money 
laundering activities.

In the fight against money laundering, due diligence and 
internal control mechanisms are linchpins that uphold 
the integrity of financial institutions and the broader 
financial system. Strict adherence to these principles not 
only ensures compliance with PMLA regulations but also 
contributes to the global effort to curb illicit financial 
activities. Financial institutions must continuously 
evolve their due diligence processes and internal control 
mechanisms to stay ahead of emerging money laundering 
threats, fostering a robust and resilient financial 
ecosystem.

CHALLENGES AND EMERGING TRENDS 
IN PMLA COMPLIANCE

While Company Secretaries are central to PMLA 
compliance, they face several challenges in an ever-
evolving regulatory landscape. The emergence of new 
technologies, complex business structures, and global 
interconnectedness present challenges that require 
adaptive and innovative compliance strategies. Company 
Secretaries must stay abreast of emerging trends, such 
as the use of cryptocurrencies and online platforms for 
money laundering, and proactively incorporate measures 
to address these challenges.

CONCLUSION
In conclusion, the Prevention of Money Laundering Act 
is a critical legislative instrument aimed at safeguarding 
the integrity of financial systems. Company Secretaries, 
with their expertise in governance and compliance, play 
an indispensable role in ensuring that organizations 
not only comply with the letter of the law but also 
adhere to the spirit of anti-money laundering efforts. 
Their multifaceted responsibilities encompass policy 
formulation, risk assessment, due diligence, reporting, 
record-keeping, employee training, and internal audit – 
all of which contribute to the effective implementation of 
PMLA provisions. As the regulatory landscape continues 
to evolve, Company Secretaries must remain vigilant and 
proactive in adapting compliance frameworks to address 
emerging challenges and contribute to the global fight 
against money laundering. CS
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